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EXPERIENCE

Sr. Applied Scientist 2023 - Present
Amazon Web Services Seattle, WA

• Worked on implementation of a link-state routing protocol written in Rust

* Implemented protocol state machines
* Lead a team to adopt novel distributed system testing techniques (chaos and property-based

testing)
• Delivered a "network compiler" – a core component of the AWS intent-driven network control plane

Applied Scientist 2021 - 2023
Amazon Web Services Seattle, WA

• Designed and implemented a service that uses formal methods for proving correctness of network
access control lists

• Contributed to the automated reasoning service that powers AWS Reachability Analyzer

Software Engineer 2017 - 2021
Intentionet Seattle, WA

• Core developer of Batfish, an open-source network configuration analysis tool. Focus on routing
protocols and control plane simulation

• Delivered multiple features in Batfish Enterprise, including an AWS-based cloud offering

Graduate Research Assistant 2011-2017
University of North Carolina at Chapel Hill Chapel Hill, NC

• Researched global network optimization with applications to Software-Defined Networking (SDN)

* Built a framework for expressing optimization components of different SDN applications
* Developed workload distribution techniques for network intrusion detection systems

• Analyzed user behavior and computer infection data from a large enterprise

Research Internship June-August 2015
IBM Research Yorktown Heights, NY

• Built a tool for testing microservice applications using distributed fault injection and runtime assertions

Undergraduate Research Assistant 2009-2011
University of Minnesota Twin Cities Minneapolis, MN

EDUCATION

Doctor of Philosophy in Computer Science 2017
University of North Carolina at Chapel Hill Chapel Hill, NC

Focus in Software-Defined Networking, network optimization, and security
Master of Science in Computer Science 2013
University of North Carolina at Chapel Hill Chapel Hill, NC

Focus in network security
Bachelor of Science in Computer Science 2011
University of Minnesota Twin Cities Minneapolis, MN

Focus in computer security: privacy, anonymity, censorship resistance

mailto:v@victorh.net
https://www.linkedin.com/in/victor-heorhiadi-86315187/
https://github.com/progwriter
https://scholar.google.com/citations?user=9Eu_XLMAAAAJ&hl=en
https://victorh.net/


AWARDS AND HONORS

National Science Foundation Graduate Research Fellowship

Lando Scholarship
Merit-based scholarship awarded to outstanding computer science undergraduate students

Dean’s List
University of Minnesota 3 semesters
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